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The internet of things is the key for converting any system to be intelligent. Recent operating systems are
used to meet the requirements of the modern systems. There are a lot of platforms for Internet of things
which have been developed. However, most of them are made for certain implementations and don’t
manage the current limitations of the recent systems.
In our research, we will discuss a general overview of Internet of things, the mechanism of operation,

the limitation of resources, properties of Internet of things nodes and mixed traffic communications. Also,
we will discuss recent technologies which use a platform for Internet of things used in many applications.
Current advances demand recent time devices to be linked with the internet, which develops the recent

time Internet of things, and which creates better experience of users through strong connection and
effective usage of the devices of the upcoming generation. But, recent time Internet of things became
aim for the attacks, that is worsened by that enhanced connectivity. We will discuss the common attacks
and threats to security of Recent time Internet of things and approaches for protection from these attacks.
I suggested implementing a platform of Internet of things including the nodes, server, protocol of com-

munications. Also, I did an experiment and drew conclusions and recommendations from the results.
� 2021 Elsevier Ltd. All rights reserved.
Selection and peer-review under responsibility of the scientific committee of the Emerging Trends in
Materials Science, Technology and Engineering.
1. Introduction

Internet of things is growing rapidly and significantly sharing in
improving the life quality. Huge modern inventions and develop-
ment is the key agent in advancements of Internet of things. The
easily available hardware of low costs is mandatory for unceasing
adaptation of that system. Developing the operating systems of
Internet of things for supporting those recently developed hard-
ware in parallel with the current techniques and standards for all
layers of communication are the path ahead [1].

The availability of various operating systems of Internet of
things requires supporting inter-operability which needs following
certain rules for advancement and functional capacities for sup-
porting heterogeneous scenarios of deployment. Internet of things
demands being smart to adapt itself in accordance to the condi-
tions of network. In that research, we will present an overview of
various operating systems of Internet of things, enhanced hard-
ware, and future directions for research. Through which we will
discuss the validated papers on our issue about management of
operating systems of Internet of things: the chances, obstacles,
and the possible solutions. Eventually, we will review our conclu-
sions and recommendations.

Internet of things is the key driving factor behind transform-
ing all technology aspects. The unified technologies integration is
the challenge. Current developments in the ’Millimeter wave’,
modern cellular networks, 5th generation spectrum of the smart
Internet of things, existence of wireless systems, communicating
device to device, resources of Internet of things, and its operat-
ing systems, etc. Research smooths the way for developing the
upcoming generation of Internet of things. The advancing in
technologies of Internet of things and their availability by low
costs flourish the distance accessibility and connectivity of
devices [1].

Therefore, following the standards is crucial for allowing the
communication between those various networks in Internet of
things. Connection of industrial components by using distributed
or central manners for increasing the efficiency and productivity
is essential for manufacturing Internet of things. The 4th revolution
of industry is still developing. It creates large challenges for auton-
omous and intelligent system which produces enormous amounts
of information to be handled and so requires to be smart by accept-
ing machine algorithms for learning.
.1016/j.
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1.1. Mechanism of operation and characteristics

The device of Internet of things aims to connect to other devices
for exchange of information. The platforms of Internet of things
connect the sensors to the networks, and it makes the developers
capable of making and deploying Internet of things. Various
research types were done for serving the applications of Internet
of things taking into consideration the platforms and the publica-
tions concerned on the comparison between the various protocols
of communication of Internet of things as ’Message Queue Teleme-
try Transport’ and the other many protocols [2], 49.

There was a comparison which was made between 4 protocols
by using some files from readings of the sensors without the plat-
forms of Internet of things, they investigated for the amount and
the parameters delayed.

A lot of these platforms were applied by the researchers for cer-
tain implementations, and they utilized the made protocol of ’Mes-
sage Queue Telemetry Transport’ and the embedded ready-made
kits of hardware. For instance, the researchers did the medical
and healthcare implementations, they didn’t utilize an operating
systems of Internet of things in their platforms which were previ-
ously made. A general platform is given by using portable proces-
sors and a non-recent operating system [2], 53.

Internet of things of recent time intersects largely with the
recent cyber and physical systems. Recent systems of Internet of
things could be recognized as a widely innterconnected network,
where the nodes could be remotely controlled and connected.
We aim to focus on the elements of recent time Internet of things
and the topic of issues of security.

Allowing security in recent time Internet of things is usually
harder than general systems of Internet of things because of the
additional current limitations. Our concern is to present the prop-
erties, limitations and threats to security for recent time Internet of
things, summarize solutions for security especially designated for
these critical issues of safety. There are some surveys made on
issues of privacy and protection in general systems of Internet of
things, there is no comprehensive discussion made about security
recent time Internet of things [3], 131.

The Fig. 1 shows an overview of daily recent time Internet of
things. The blue lines refer to the wireless connection made by
those devices. Each device of Internet of things implement periodic
certain tasks needed for the secured operation of the system.
1.2. Requirements of safety and limitation of resources

Many devices of recent time Internet of things, as for example:
sensors, controllers, autonomic vehicles, automatic flying vehicles,
etc. have very limited resources as the processors, memory, batter-
ies, etc. and usually need power tasks for completing in multiple
milliseconds. Recent time Internet of things nodes, need that
Fig. 1. Overview of daily recen
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time-based properties to be fulfilled too. Those properties are usu-
ally represented in terms of deadlines [5], 71.

The valuableness of the results which are generated by the
drops in the system on missing of a certain deadline. If the valu-
ableness sharply drops, then we consider the system as a firm
recent system as nuclear power factories, systems of the ’antilock
braking’ in vehicles, etc. and, if the valuableness drops in a slow
manner, then they are considered as soft recent systems as the
streaming of multimedia, automatic glass wipers, etc.

1.3. Properties of most of the recent time Internet of things nodes

Applied as system of periodic tasks, Strict requirements of time
and deadlines, The worst limits and cases are known well, No
dynamically self-adjusted or loaded codes, Recursion isn’t even
used or is very statically restricted, Power of processing and mem-
ory is usually constrained [6].

1.4. Mixed traffic of communication

Many traditional recent time systems consist of various nodes
operating independently with no communications or limited abil-
ities. But, with the development of Recent time Internet of things,
cyber and physical nodes communicate through industrial net-
works of communication and usually connected through the
Internet.

As most of the recent applications require triggering events
depending on certain information conditions, a recent time chan-
nel for communication with certain service quality as amounts
and requirements for processing of data, etc. are essential for sup-
porting these applications [7], 50.

Also, Recent time Internet of things has the property of usually
including flows of traffic with mixed significances, for example,
those traffics with variable degrees of requirements of timing,
availability and bandwidth.

The high priority traffic, which is crucial for the secured and
correct system operation, for example, the sensors for control of
closed circuit and real commands of control in the avionics, auto-
motive systems, and systems for security in home.

The medium priority traffic, which is crucial for the correct sys-
tem operation, but with some delays tolerances, drops, etc.; for
example, the systems of navigation in aircraft, monitoring the sys-
tem in power sub-stations, messages of communication which are
sent between the electric vehicles and the charging stations, heat-
ing, water sprayers in stations, air conditioning, devices used for
lighting, food cooking machines, etc [8].

The lowest priority traffic, which is mainly all the other traffic in
the system which doesn’t require guarantees on bandwidth or
delays as the traffic of engineering in power sub-stations, flows
of multimedia in aircraft, messages of notifications from home
smart machines, etc.
t time Internet of things.
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Usually, in many critical Recent time Internet of things of safety,
the properties of all the high criticality flows are known well, while
the properties and number of the other flows are dynamic [10], 33.
1.5. Recent technology

The idea of having modern resources near the known data
resources might seem not a new thing. The term ’edge computing’
first developed in 2004 to show a system which allow distributing
program approaches and the corresponding information to the
edge of network towards increasing the efficiency and perfor-
mance. Also, the idea of having technology of virtualization based
on resources for computing in theWi-Fi subsystem has been devel-
oped in 2009. But, the real interest in expanding resources for com-
puting to the edge of network started only after introducing of ’fog
computing’ for Internet of things.

In the last years, researchers have been utilizing various terms
to show the same styles with ’fog computing’. For instance, the
author of cloudlet based on virtual machines used the ’edge com-
puting’ for describing the idea of cloud at the network-edge. In
addition to, the last work of the author showed that fog is a portion
of the ’edge computing’ [11].

Clearly, the first cloudlet objective was providing a substitution
for the mobile applications from the remote cloud, where the
applications could distribute the intensive computing tasks to
the nearer cloudlet virtual machines placed in the similar Wi-Fi
subsystem.While, the first presentation of ’fog computing’ purpose
was completing the cloud by expanding the cloud to the gateways
of network themselves. In concern, cloudlet could be considered as
one of the applicable methods for ’fog computing’ when the near
server devices are present.

There are many other works which describe ’Edge Computing of
multiple accesses’ as another term for ’fog computing’. Basically,
The European institute of standards of telecommunications intro-
duced ’Edge Computing of multiple accesses’ as a specific standard
from the telecommunication perspective, in which The European
institute of standards of telecommunications specified the stan-
dards of Interface of Programming applications about how compa-
nies of telecommunication are capable of providing computing
service based on virtualization to their clients depending on
expanding the available infrastructure utilized in virtualization of
network functions, ’Edge and Fog Computing’ and Internet of
things, that has been implemented already in the available equip-
ment [11].

In spite that, it’s not correct to describe ’Edge Computing of
multiple accesses’ as another term for ’fog’, in accordance to the
current cooperation between The European institute of standards
of telecommunications and ’Open fog’. the ’Edge Computing of
multiple accesses’ will become an applicable method for hastening
the ’fog computing’ realization.

Also, ’Mist computing’ was another term for ’fog’ in the old
stages. But, current works had referred to mist as a subsection of
’fog’. As a result, mist focused on the requirement to distribute
mechanism of computing to the Internet of things extreme edge,
in which the devices of Internet of things are placed, to decrease
the latency of communication between devices of Internet of
things to milliseconds [12], 105.

Basically, the incentive of ’mist computing’ is granting the
devices of Internet of things with the ability of self-recognition in
terms of self-organization, self-management and various self-
methods. So, the devices of Internet of things will be capable to
operate continuously even when the connection of internet is
unstable.

Generally, ’mist’ devices might sound the same as the fixed ser-
vices or services of mobile web, where the services of applications
3

are introduced in various devices which are constrained in
resources as actuators, mobile phones and sensors.

But, ’mist’ concerns on the ability of self- recognition and
awareness of situations, where it allows remote deploying
dynamic software code to the different devices depending on the
condition and the surrounding changes. Exactly as ’fog’ in supply-
ing a platform which allows flexible reconfigurations and deploy-
ment of software [12], 109.

So knowing that, the ’fog’ needs support of all the connected
technologies of ’ edge computing’., which means that no one is cap-
able of deploying and managing ’fog’ without integrating the tech-
nologies of ’edge computing’.

1.6. The attacks and threats of security for Recent-time Internet of
thing

Recent systems for Internet of things are faced by many threats
in different ways based on the goals and the system of an oppo-
nent. In a system made by utilizing a model based on vendors,
one of the contributing vendors could maliciously act. That poten-
tially untrusted vendor can embed do various hateful functions in
the tasks of the system.

Also, bad practices of coding could cause weaknesses even if the
contributing vendors aren’t hateful. In a system which has network
connection, the opponent might target the interfaces of communi-
cation. Because of lacking the authentication in most of those sys-
tems, the channels of communication could be forged and
intercepted easily.

The methodologies of attacks on Recent time strategy are clas-
sified depending on the control over the processes of computing
and the functional aim of attacking. Only one way for acquiring
control over a target system could be the introduction of malicious
virus or code or by utilizing legal code for hateful aims. In addition
to, since nodes of Recent time Internet of things are capable of
communicating over untrusted channels as the internet, the sys-
tem is susceptible to network attacks too [14], 98.

Also, other than the continuous trials for crashing the system
aggressively. The opponent might attach itself silently to the sys-
tem and obtain sensitive data as the attacks on the subset chan-
nels. The attacks on the subset channels depend on detecting the
properties of the system as patterns of using memory, scheduling
tasks, consumption of power, etc. That data might be used later
by the attackers for launching more attacks.

1.7. Attacks on recent systems for Internet of things

- Violation of integrity with introduction of malicious codes: A
smart opponent is capable of getting a position in the system.
For instance, an opponent might introduce a hateful task which

respects the system recent guarantees to evade rapid detection and
damage 1 or more present recent tasks. The attacker might utilize
that task for manipulating sensors and modifying behavior of sys-
tem in unwanted manners [14], 101.

Violation of integrity by attacks of injection of codes consists of
2 steps. Firstly, the opponent sends snippets of instruction to the
device which is stored then anywhere in the memory by the soft-
ware which receives it. These snippets of instruction are known as
’gadgets’. Secondly, the attacker induces a susceptibility in the soft-
ware, for example: the recent operating system or the codes used
for diverting the flow of control.

- An attack of subset channel manipulates channels which are
unknown previously for acquiring valuable data from the vic-
tim. Access to memory, traces of consumption of power,
scheduling preemptions and temperature, etc. are examples of
some subset channels which are used by the attackers. Those
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attacks are applicable particularly to attacking nodes of Recent
time Internet of things which implement recent time tasks
because of the deterministic actions in these systems [14], 104.

- Attacks on channels of communication: Recent time Internet of
things elevates the internet as the key medium of communica-
tion between the entities. But, the internet, as an unsafe med-
ium of communication, presents various susceptibilities which
might put the privacy and security of Recent systems of Internet
of things under risk.

- Threats to the communication involves interception or spying,
falsifying, interfering of control and messages of information.
From the viewpoint of Recent time Internet of things, protecting
from threats of communication isn’t easy. That’s because it’s a
challenging thing to differentiate rogue communication traffic
from the legal communication traffic, particularly for the com-
munication traffic of high priority, without damaging the ser-
vice quality [15].

- Threats to the communication are often handled by integrating
mechanisms of ’cryptographic’ protection. But that increases
the engineering technology of wireless communication of the
recent tasks and might need adjustement of present schedulers.
Many operations of cryptography are so expensive too for exe-
cuting on limited resources especially which are present in
fixed devices of Recent time Internet of things.

So, present approaches of cryptography might not be a pre-
ferred option for many Recent systems of Internet of things. There’s
a solution for integrating mechanism of security which can be uti-
lized to deal with threats to the communication but doesn’t need
modification of present recent tasks [15].

- Attacks of service denial: Because of resource limitations as low
capabilities of memory, limited resources for computing, etc.
and strict requirements of time, Nodes of Recent time Internet
of things are susceptible to attacks of service denial.

The attacker might control the recent tasks and exhaust system
resources as disk, central processing unit, memory, etc. A more
dangerous type of the attacks of service denial is the attack of dis-
tributed services denial, in which large numbers of malicious
nodes attack the devices simultaneously. Particularly, when signif-
icant tasks are scheduled to start, the attacker might capture ports
of network and attack the network to interfere with the system
integrity and privacy [16].

The mechanisms made for defensing general information tech-
nology or fixed systems don’t take into consideration the timing,
limitation of resources and safety of Recent time Internet of things
and aren’t adaptable easily without critical modifications.

Our current recent work might be unitized for protecting from
attacks of service denial. But firstly, for these attacks to success,
Investigation and preparation of attacks are the initial steps which
the attacker require doing. We will discuss that in the following:
2. Approaches for protection from attacks on recent time
Internet of things

Those approaches could be classified to 2 main classes:

1- Solutions which need certain hardware support for provid-
ing security.

2- Solutions at the level of software which don’t need any
adjustements.

Firstly, Protection with hardware support:
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The main idea of offering protection without weakening the
system safety depends on the ’Simplex’ structure. ’Simplex’ is a
recent time structure, which is well known, that uses a small con-
troller of safety as a substitute when the complicated controller
with high performance isn’t present or isn’t working well [16].

The ’Simplex’ method goal is guaranteeing that even if a system
is regulated by a complicated controller, the system would still be
safe.

The main idea of using ’Simplex’ structure for protection is to
utilize a little simplified system for monitoring the properties as
the behavior of time, access to memory, traces of system calls,
anomalies of behavior, etc. of an untrustworthy entity which is
designated for more complicated tasks and susceptible to less pro-
tected media as network, output and input channels, internet, etc.

Secondly, Protection without any adjustments:
In spite the fact that, the architectural adjustments are capable

of improving the protection posture of nodes of Recent time Inter-
net of things, these approaches need a general redesigning and
might not be proper for the developed systems utilizing compo-
nents of service of connection-oriented transport [16].
2.1. We will overview some approaches which had been proposed
recently for enhancing protection in recent time Internet of things
without hardware support

Dealing with attacks on subset channels: It has been demon-
strated that the attacker is capable of carrying out a timed attack
to estimate behavior of usage of memory indirectly. It is because
of the absence of isolation for the distributed resources among var-
ious tasks in majority of Recent systems of Internet of things based
on service of connection-oriented transport. Overlapping between
the tasks occurs when the system changes between various tasks.
So, capturing the limitations of protection between the tasks
becomes significant for avoiding attacks on subset channels.

Integrating protection in Recent time Internet of things has
been proposed by introduction of techniques for adding limitations
to the tasks which are scheduled with high priority recent sched-
ulers. Depending on defined levels of protection for every task,
the scheduler clears the distributed cache when the system
changes from a task of high protection as a task which demands
more privacy to a task of low protection as an unprotected task
which is mostly damaged [18], 7.
3. Implementation of platform of Internet of things

We built some applications by using the platform of Internet of
things which have the key services of recent operating systems, the
hardware stratus relates to sensors, modules of communication
and the actuators. For building the system of Internet of things, it
must have the upcoming sub-systems:

- The prototyping platform of nodes of Internet of things that
allows the development of Internet of things, the server of
Internet of things that allows communication between the
nodes, the structure that explains how the exchanging of data
occurs, and the protocol of communication that controls the
transfer of messages between the recent time server and nodes
of Internet of things.

A large range of smart applications of Internet of things is cap-
able of using the suggested system efficiently, it offers reliability
and connectivity to Internet of things. The suggested platform of
Internet of things is implemented by using the ’ARM ’Cortex-M40,
as it’s suitable and robust consumption of power, the suggested
node of Internet of things can be a smart mobile phone. The
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Internet of things key server and nodes are the main constituents
of the suggested system. The key server is in charge of the commu-
nication between the nodes of the system by using the internet as
the solid backbone Fig. 2 [18], 18.
3.1. The suggested nodes of the system are categorized into major 4
types:

- ’Sensor’ nodes that sense the surroundings.
- ’Actuator’ nodes that impact the surroundings.
- ’Hybrid’ nodes that sense and impact the surroundings.

3.2. The system well be discussed in detail in the following

Nodes of Internet of things
The suggested platform is a fixed system that could be desig-

nated for any controller types that meet the requirements of the
system, it was developed, implemented and successfully operated
in the experiments, the suggested model is implemented by using
’Nucleo Board’ that utilizes the processor of ’ARM Cortex-M40, this
processor is especially developed for great performance, low con-
sumption of power and low prices of devices, so it’s proper for
the nodes of Internet of things.

Every node merely consists of various units as a controller that
is required for managing the tasks of node, WI-FI hardware that is
utilized for connecting to the network wirelessly for access of
internet, sensors for sensing the surroundings and actuators for
impacting the surroundings [19], 58.

All nodes of the system are connected to the key server for
doing certain tasks so that they are classified into 4 major types:
the ’Sensor’ nodes, the ’Actuator’ nodes, the ’Hybrid’ nodes and
the ’Monitoring’ nodes.

The ’Sensor’ nodes used to sense the surroundings and periodi-
cally transfer the sensed information to the server within a certain
configuration time, they are nodes that contain one sensor or more
and don’t contain any of the actuators.

The ’Actuator’ nodes impact the surroundings depending on an
order from the monitoring nodes, they are nodes that include one
actuator or more and don’t contain any of the sensors [19], 61.

The ’Hybrid’ nodes have the functions of the actuator and the
sensor nodes. They are nodes that contain both actuators and sen-
sors, the behavior of the node is firstly communicating with the
server of Internet of things and then transmits its data of sensor
to the Internet of things server and obtains and performs the
orders from the monitoring nodes across the server.

The monitor nodes, could be smartphones which control and
monitor the system nodes. They are the nodes which don’t include
sensors and actuators, but they control the actuators and monitor
Fig. 2. The suggested structure of system of Internet of things.
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the sensors readings by sending commands, and receiving and pro-
cessing the sensor data.
3.3. Server of Internet of things

The Server of Internet of things is the key system block that
allows communicating all the nodes of Internet of things together
in the system, the server is capable of communicating with all
nodes types and allows the monitoring nodes visualizing data of
sensor [19], 62.

If the connected node is a ’Sensor’ node, the server will transmit
its data to the monitors which are registered. Also, if the node is an
’Actuator’ node, the server will transfer the orders of monitoring
nodes to it.

Also, if the node is a ’Hybrid’ node, the server will do the tasks
for the actuator nodes and the sensor nodes together, and if the
node is a ’Monitoring’ node, the server obtains the orders and
transmits them to the ’Actuator’ nodes, and transmits the data of
sensor to this ’Monitoring’ node [21], 134 Fig. 3.
3.4. Suggested protocol of communication

The key server is in charge of communicating between the
nodes of the system for doing the tasks, all the nodes open the con-
nection of protocol of control of transmission with the key server
and identifies itself to the system by transmitting its number of
identification to the key server waiting for the acknowledgement
of the server.

The ’Sensor’ node identifies itself, then it’s ready for sending the
periodic information that it possesses, the ’Actuator’ node, after the
process of identification, receives orders sent by the ’Monitoring’
nodes across the key server, the ’Hybrid’ Node does the functions
of both the actuator and the sensor nodes. The ’Monitoring’ node,
after the process of identification, it registers to receive data from
certain sensor nodes and transmits its orders to specific actuator
nodes [21], 13.

The communication between nodes is done across the server,
every node tries identifying itself and connecting with the server,
after gaining the acknowledgement of the server, they are capable
of communicating successfully with each other.
3.5. Setup of the experiment

Experiments are carried out for studying the performance of the
suggested protocol of communication and the performance of pro-
tocol of ’Message Queuing Telemetry Transport’ by setting various
parameters of network that impact the protocol performance [22],
86.

The assessed metrics of performance are the time of delay and
the overall sent bytes per each message transmitted successfully,
the time of delay is the interval between the message publishing
and the received acknowledgement from the server.

The setup has 3 machines used, a laptop that performs the soft-
ware of emulator of wide-area network to impact the network for
implementing losses of channel and delays in communication, a
personal computer which is considered as the server for allowing
the platforms to communicate with each other, and another per-
sonal computer which is considered as a node for message publish-
ing and waiting for its acknowledgment.

The 2 protocols run on the server, the node publishes every
message then it goes to the server across the machine of emulator
of wide-area network, and the acknowledgement of the server is
sent to the node across the machine of emulator of wide-area net-
work too.
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4. Results of the experiment

For the experiment setup that is 1 node and 1 server, the two
protocols achieved delivering their messages without concerning
on the % of loss applied, which means that the two protocols have
a good technique for delivery of messages for working with the
various rates of losses, so the assessments of performance are stud-
ied for the delay of message and the overall amount of the trans-
mitted data for each message transmitted successfully.

The delay of messages is a significant metric, especially for the
Recent systems, in which the time is much more significant, the
applied rates of losses have an impact on the delay of messages
because of the retransmission of messages to deliver the message
successfully, the protocol of ’Message Queuing Telemetry Trans-
port’ ’MQTT’ with certain service quality is compared with the sug-
Fig. 4. Delay of messages is less than that of the suggested protocol.
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gested protocol of communication with certain state of
acknowledgment for similar messages [22], 87.

’Message Queuing Telemetry Transport’ has lower size of packet
than the suggested protocol, so its delay of messages is less than
that of the suggested protocol. As shown in the following Fig. 4.
5. Conclusion

Recently, smart devices as cameras, home automatic systems,
smart televisions, etc. are internet connected, which rises the term
of ’Internet of things’, which connects devices and applications
together which were isolated before.

The complexity of current attacks on Recent time Internet of
things demands rethinking of solutions for protection of these sys-
tems. This paper aims at raising the awareness of recent time pro-
tection and bridging the gaps in the current protection of the
systems of Internet of things with the recent limitations.

The technique suggested here differ from various viewpoints,
from protection assisted by hardware to protection without any
adjustments. The research developed suggested system for Inter-
net of things. We believed that the worlds of Recent time and Inter-
net of things are connected closely and will be inseparable in the
future.

Recommendations
I recommend using systems of Internet of things in more tech-

nologies and expanding their usage as they facilitate transmission
of data between devices wirelessly.

Also, I recommend developing more techniques for ensuring the
safety and confidentiality of data of Internet of things and secure
the data from being hacked or attacked, extending the resources
of safety is significantly required too.

I recommend giving some attention to my suggested model as I
think it can be used for further research and discussion, Internet of
things is a very wide topic that one never get enough of.
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