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• Protection of DC microgrid is highly challenging, unlike conventional AC system.
• A novel protection scheme based on MCS is proposed for DC microgrids.
• An accurate fault location scheme based on NN is presented for DC microgrids.
• The MCS, NN schemes and simulated network is implemented in laboratory-scale.
• MCS implementation leads to the reduction of the protective system cost.
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a b s t r a c t

This paper presents a new protection method for LVDC ring-bus microgrid systems based on Multi-
Criterion System (MCS) and Neural Network (NN). The proposed method aimed at high-speed detecting
line-to-ground (LG) and line-to-line (LL) low impedance faults without using a definite threshold of
differential current by using specific rules and multi-criterion system. MCS protection showed speed
and accuracy compared to differential protection. Also, NN estimated fault location in percent of line
length acceptably as a secondary controller. In order to evaluate the reliability and the enforceability of
fault detection and location schemes, simulated network and protection algorithms are implemented
and tested in laboratory-scale. The implementation results indicate that the MCS and NN protection
scheme can consistently detect and estimate fault locations in the order of a few milliseconds. To
reach this goal, a loop type LVDC microgrid with proper power electronic equipment like solid-state
bidirectional breakers and the multi-level inverter is fulfilled.

© 2019 Elsevier B.V. All rights reserved.

1. Introduction

DC microgrids are effective structure and solution to attain
a reliable power with higher yield via the use of distributed
generations (DGs) units, power electronics converters, and energy
storage devices. As well as, DC microgrid is a practical solu-
tion for electric power distribution in various equipment like
telecommunication systems, ships, spacecraft and distribution
systems, which incorporate a considerable quantity of electronic
demands. [1–4]. However, there are widespread concerns re-
garding the protection system against the occurrence of faults,
particularly in poly-source distribution networks [5–7].

The advantage of the DC systems is high efficiency [6], power
flow optimization [7,8] reduction of equipment size and weight
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[7], fewer converters requirements [6,7,9] and more power trans-
fer capacity [8,9]. Ring-bus microgrids are one of the common
structures of microgrids. It was shown that ring-bus microgrids
are more efficient than, particularly when the distribution line
is not long [10]. Fig. 1 demonstrates a perceptual scheme of a
ring-bus LVDC microgrids systems.

Notwithstanding its remarkable merits, the protection of LVDC
microgrids faces plenty of challenges, as well as there is no
existence of a published standard, solution, or experience with
this regard [7]. In the distribution network, the ability of accurate
fault detection and location brings merits like quick repair, main-
tenance, and safety, which can decrease the power outages [6,11].
Load flow optimization, the increment of power quality, and the
reductions in size and weight of equipment are the other merits
of DC networks. The attendance of power electronic equipment
controls current to a specified value in fault situations, which
significantly makes it tough to detect faults and estimate its
locations [11–13].
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Fig. 1. Perceptual scheme of a ring-bus LVDC microgrids systems.

Generally, the protection methods of DC microgrid can be
divided into unit protection and non-unit protection methods.
The unit protection schemes are implemented to protect specific
zones of a DC microgrid, for example, common DC bus, power
electronic converters, energy storage devices like batteries or
super capacitor banks, or loads, etc. In general, current deviations
(according to the current law of Kirchhoff) are calculated in the
specified zones of DC microgrids and the corresponding zone is
only protected from fault. Example of this type is differential
protection schemes [14–16].

Conversely, non-unit schemes basically follow a ‘‘threshold’’
value to detect the various faults. These schemes also protect the
DC microgrid components without defining any specific zones.
Therefore, these schemes can be used as a backup protection
scheme for DC microgrids. Popular detection schemes under this
category include: overcurrent, under/over-voltage, derivative of
current (di/dt), the derivative of voltage (dv/dt) etc. [14–16].

In [17], it is demonstrated that the hierarchical protection
and the localized differential scheme would provide effective
protection schemes for the microgrids. Having wide area pro-
tection is the advantage of hierarchical protection scheme, but
the disadvantage is that with the changes in microgrid system is
inefficient because of short circuit levels change due to different
circumstances, including microgrid islanding time, connecting the
microgrid to the global network. But, the differential protection
is efficient against the microgrid changes.

An event-based protection method for a hybrid DC power sys-
tem has been presented in [18]. The suggested protection method
offers less data transfer than common data-based protection, but
the sub-transient short circuit current attains to multiple hundred
amps during faults, which is disastrous to sensitive loads and
power electronic equipment.

In [19,20] fast differential protection method for DC distri-
bution networks has been proposed that is capable of detecting
faults within millisecond faults. This method employed the nat-
ural properties of the DC differential current measurement to
reduce the time of fault detection. The proposed method was
applied and implemented in DC radial distribution systems and
the protective device was installed at the beginning of each line. If
this scheme is implemented on the ring-bus microgrid, protective
devices were installed at the beginning and the end of each line.
As a result, the relays should calculate the second derivative of
the current both at the beginning and at the end of each line, and
checks these two values together to detect the fault occurrence,
which obviously will increase the fault detection time. So, if this
scheme is implemented on the ring-bus microgrids, the fault
detection time will be increased. In [21], a differential fault de-
tection scheme in loop type LVDC microgrid was presented. This

scheme utilized a determined threshold for fault detection. The
major challenge of the differential protection method is hardness
in choosing the threshold. However, the fault detection time of
the differential scheme depends entirely on the selection of the
threshold value. Increasing the value of the threshold enhance the
fault detection time, which it is possible that either the faults will
not be detected or the time of fault detection increases due to
low fault current magnitudes. This value is determined based on
the planners’ and operators’ experience. In Table 1, the summary
of the recent literature review of DC protection schemes with
methodology and the related description is stated.

In this paper, a new protection method based on the Multi-
Criterion System (MCS) and Multi-Layer Perceptron (MLP) Neural
Network (NN) for LVDC ring-bus microgrid systems are proposed.
Indeed, the proposed protection system contains two parts: MCS
and MLP NN protective systems. The MCS protective system is
employed to high-speed fault detection in LVDC microgrids. In
this section, all possible circumstance and cases for fault occur-
rence in whole sections of LVDC microgrids are extracted and
appropriate decisions are taken to fault detection. Meanwhile,
the MLP NN protective system is a backup and auxiliary system
for the MCS protective system that estimates the location of the
fault occurrence with high accuracy after the fault is detected.
It is worth mentioning that the MPL NN protective system is
integrated and coordinated with the MCS protective system. As
a consequence, it can be stated that the contribution of the
proposed method is as follows:

• The novel fast fault detection scheme in LVDC microgrids via
MCS as a main protective system;

• Accurate fault location in LVDC microgrids via NN as a
backup protective system for safety and maintenance con-
siderations.

The first advantages of the present paper are that the protective
algorithm does not depend on human actions and consideration
and is fully intelligent, and secondly, the time of fault detection is
decreased. First, a high-speed fault detection scheme via MCS is
presented. Then, MLP NN is employed to estimate the fault loca-
tion distance. Lastly, MCS and NN protection have been fulfilled
and tested on a laboratory scale to evaluate the possibility and
executable functionality of the presented methods.

2. The differential fault detection scheme

The type of faults, the accessible protection devices for DC
systems, the differential fault detection scheme and its controller
are noted in this section.

Two faults types could happen in DC microgrid. (1) Line-to-
Line (LL) fault; and (2) Line-to-Ground (LG) fault. LG fault is
the most prevalent type of fault in industrial distribution net-
works [26]. Due to restrictions of AC and Circuit Breakers (CB)
in DC networks, a solid-state CB is opted for as a choice for
DC protection. There are several choices, such as GTO, IGBT, and
IGCT, which IGCTs present impressive and better efficiency [27–
29]. A protective scheme for meshed DC microgrid systems was
presented in [21]. A loop type DC bus was proposed to create
a strong microgrid against fault circumstances. The meshed bus
was separated into a series of sections. The presented protection
system contains a master controller, two slave controllers and,
freewheeling paths for each section. The master controller com-
putes and monitors the difference between the input and output
currents, whereas slave controllers are in charge of gauging of
these current:

Idiff = Iin − Iout (1)
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Table 1
The summary of the recent literature review of DC protection schemes.
Reference Type of protection

scheme
Methodology Description

[7] Fault detection Non-unit protection, Current based technique,
Detect the fault via current, di/dt , and even
d2i/dt2

In this paper, a protection system design based on circuit
transient analysis and different protection devices for LVDC
microgrids were proposed.

[8] Fault detection and
location

Non-unit protection, Current based technique,
Detect the both LL and LG faults, discrete
wavelet transform (DWT)

An accurate analysis of the wavelet-based scheme for fault
detection and location in the HVDC network was provided in
this paper. This paper tried to fully assess the overall
efficiency of WT using real fault signals. The communication
between the terminals has been eliminated because the
wavelet detection method only needs a DC current signal that
is attainable locally in each terminal.

[11] Fault location Current based technique, Estimate fault
location with resistances of up to 2 Ω

A novel scheme for determining the location of the fault in
the DC line via a Probe Power Unit (PPU) and a Fast Fourier
Transform (FFT) was presented in this paper. This method
does not need online current data to detect fault occurrence.

[18] Fault classification Unit protection, Event-based protection
scheme, Sub-transient short circuit current
technique, Low pass filter, Identify the type
of fault

In this paper, an event-based protection method for a hybrid
DC power system has been presented. The suggested
protection method offers less data transfer than common
data-based protection. Every protective system can
automatically detect the event type via the current derivative
fault classification method and artificial inductive line
impedance. To precisely arrange the protection relays, the
current analysis taking RC low pass filter effect into account
were provided.

[20] Fault detection and
location

Unit differential protection, Current based
technique, Estimate fault location with
resistances of up to 2 Ω

In this paper, a novel current differential scheme for quick
fault detection and location using Arc-Fault Circuit
Interrupters (AFCI) as an auxiliary protective system in
photovoltaic based DC microgrid has been presented.

[21] Fault detection Unit differential protection, Current based
technique, Detect low impedance fault
occurrence

In this paper, differential fault detection and isolation scheme
by selecting a simple particular threshold value in loop type
LVDC microgrid was presented.

[22] Simultaneous control
and fault detection

Control scheme: Developed suitable small
signal model, Suitable control of power flow
and cancellation of interactions
Protection scheme: Unit protection, Current
based technique, Detect low impedance fault
occurrence

A new concurrent control and protection method for
interconnected DC microgrid networks has been investigated
in this paper. The presented control interface was based on a
suitable small signal model for each DC microgrid and the
proposed protection method is for quick detection of the fault
in the DC link based on fuzzy logic.

[23] Fault detection Non-unit protection, Hybrid
passive-overcurrent relay technique, Real-time
discrete wavelet transform (DWT), Local-bus
measurements, Detect low and high
impedance (up to 200 Ω) fault occurrence

A hybrid passive overcurrent relay for the detection of high
impedance faults in LVDC meshed grids was investigated in
this paper. The proposed method was supplied with L and C
to produces a particular recognized frequency under DC fault
circumstance. The presented method employed both classical
overcurrent functions and DWT to detect and recognize faults
kinds with resistance up to 200 Ω . This scheme does not
need communication between different buses.

[24] Fault detection Non-unit protection, Voltage and current based
technique, Local intelligent electronic device
(IED), Parameter estimation approach (Least
Square (LS) based technique estimates)

Utilizing the local voltage and current information, the least
squares-based method (LS) predicts the fault direction
parameter that results from the fault was proposed in this
paper. Utilizing the path of the fault data of both ends of a
line section in a loop network, internal and external faults
were detected to protect the network. Utilizing directional
information for local faults, every IED recognizes any internal
faults in the line section accurately.

[25] Fault detection Non-unit protection, Local measurements,
Detect the fault through first and second
derivatives transient fault current

Non-unit protection technique for DC microgrids utilizing only
local measurements based on the natural properties of DC
current and its first and second derivatives under fault
transients was presented in this paper. Because of local
measurements, communication lag challenges have been
avoided.

Where ‘Iin’ and ‘Iout ’ are input and output currents of each
bus section. When the current difference (Idiff ) value oversteps a
threshold, the master controller recognizes it as a fault and han-
dles the suitable considerations to the controllers. As mentioned
earlier, the main drawback of this scheme is the utilization of
the threshold for fault detection. This value is specified by the
planner’ experience and can clearly affect the speed of detecting
and identifying the fault.

3. The proposed fault detection and location schemes using
MCS and NN

The proposed fault detection and location based on MCS and
NN are noted in this section. First MCS rules for fast fault de-
tection are proposed, Then NN is applied to microgrid for fault
location estimation.
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Table 1 (continued).
Reference Type of protection

scheme
Methodology Description

This paper Fault detection and
location

Unit event-based protection, Data current
based technique, Detect low and high
impedance (up to 100 Ω) fault within a few
milliseconds, Estimate low and high
impedance fault location with low percent
error

In this paper, a novel protection method based on
Multi-Criterion System (MCS) and Multi-Layer Perceptron
(MLP) Neural Network (NN) for loop type LVDC microgrid
systems are proposed. Indeed, the presented protection
system contains two parts: MCS and MLP NN protective
systems. The MCS protective system is employed to fast
fault detection in LVDC microgrids. In this section, all
possible cases for fault occurrence in LVDC microgrids are
extracted and appropriate decisions are taken to fault
detection. Meanwhile, the MLP NN protective system is a
backup and auxiliary system for the MCS protective system
that estimates the location of the fault occurrence with
high accuracy for safety and maintenance considerations.

Fig. 2. The direction of current flow in faulted segA.

3.1. Fault detection scheme investigation in particular circumstance

A common bus is separated into different sections. Each sec-
tion is monitored unendingly and its current is measured by two
slave controllers. The rapidity and precision of master controller
fault detection are strongly related to its capability to analyze
data and fault detection methods. For instance, as far as Section 2
proposed method is concerned, it is clear that a fault is detected
when a current difference between two sections passes beyond
of threshold value; otherwise, no function has been done. Deem
the following two instances:

(a) A high threshold value is set. (b) A low threshold value is
set.

In the first case, if a high threshold value is selected, there
is the likelihood that the current difference between the two
sections does not overstep the specified threshold value in the
fault circumstance. The magnitude of fault current depends on the
network resistance and the fault current path. If the impedance
of fault occurrence location is high or there is a large resistance
in the fault current path, the maximum fault current reduces.
Therefore, the master controller will not be able to detect high
impedance faults.

In return, the threshold value for overcoming these problems
can be decreased. Reduction of the threshold value will probably
result in the wrong decision (relay wrong trip) by the mas-
ter controller because of the power fluctuations or noise, while
in fact, no fault has happened. Under such conditions, the low
threshold value causes a reduction in the accuracy of fault detec-
tion. Pursuant to the above-mentioned descriptions, it is offered
that another criterion, such as a connoisseur system, should be
appended to the decision-making system. Based on particular
MCS rules, MCS efforts to consider the most suitable and fastest
decision for any state of the system. As a consequence, another
yardstick for fault detection for loop type LVDC microgrids is

presented in the next section. An MCS is then used as a substitute
for the differential protection scheme, which can quickly detect
faults.

3.2. Implementation of MCS as a new and expert controller for low
impedance fault detection

To investigate and analyze the new criterion, assume that the
fault happens in Segment A (segA) in Fig. 2. The input current to
segA is computed as follows:

Where ‘I fault1’ is the fault current entering the segA. The output
current from the segA is specified as follows:

Output current from segA (Iout) = ILoad − Ifault2
Where ‘Ifault2’ is the fault current entering the segA. Fig. 2

indicates these currents. Considering the currents in segA, it can
be deduced that in the fault circumstances in segA, the source
side current goes up, since the fault current is gathered to the load
current. Nonetheless, the load side current is reduced. In normal
operation circumstances, while no fault has occurred, the current
flow through the segA is equal at both the input and output of the
segA. When a fault occurs in a segment such as segA, the current
of input or output increases swiftly, which means that the rate of
change is positive. At the same time, the current change rate on
the other side is negative. The rules are classified that is fed into
the MCS.

• If the fault occurs in a segment that contains a source (DG)
and a DC static load:
Rule 1: IF Iin and Iout have the same values, THEN there was no
fault has occurred.
Rule 2: IF Iin and Iout values are reducing, THEN there was no fault
has occurred.
Rule 3: IF Iin and Iout values are increasing, THEN there was no
fault has occurred.
Rule 4: IF Iin value is increasing and Iout value is reducing, diin

dt >

0 & diout
dt < 0, THEN a fault has occurred.
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Fig. 3. 3-layer MLP feedforward NN.

Rule 5: IF Iin value is reducing and Iout value is increasing, diin
dt <

0 & diout
dt > 0, THEN a fault has occurred.

Rule 6: IF Iin and Iout are entering, THEN a fault has occurred.
• If the fault occurs in a segment that contains two sources:

Rule 7: IF Iin and Iout are entering and increasing, diin
dt > 0 & diout

dt >
0, THEN a fault has occurred.

• If a fault occurs in a zone that contains a source and an AC
dynamic load (such as a motor):
Rule 8: Since the VSC-based DC/AC transform has the function
of bi-directional energy transferring, the fault current can be
provided by the load because of motor inertia and the interfacing
converter’s dc link capacitor discharges upon the fault occurrence.
In this case, IF both Iin and Iout are entering and increasing to the
relevant faulted segment, THEN a fault has occurred.

• If there is a fault in the segment that includes two loads
(such as one DC static load and one AC dynamic load):
Rule 9: According to the previous rule, IF both Iin and Iout values
are entering and increasing to the relevant faulted segment, THEN
a fault has occurred.
Rule 10: If VSC is blocked because of hardware protection in the
event of fault occurrence, the control signal is sent to the master
controller with a change in the fault detection algorithm. IF both
Iin and Iout values are reducing, THEN a fault has occurred and the
faulted segment is isolated.

Rules 1 to 6 are considered as a rate of change of current cri-
terion and current direction criterion. These criteria are demon-
strated in Tables 2 and 3. The ✔ symbols n Tables 2 and 3
illustrates more significant outputs, which means that the fault
must have occurred. These 10 rules help MCS to track currents
in each section and make the most appropriate and precise de-
termination based on the rate of change of current and current
direction. The proposed MCS controller is the principal controller
of loop type LVDC microgrids protection, and the differential
method is considered as a backup and auxiliary protective system.
MCS rules are carried out by the Fuzzy Inference System (FIS), and
the type of employed FIS in this paper is Mamdani and has the
following definition:

Ri: If x1 is Ãi1 and(or) x2 is Ãi2 and(or) . . . xm is Ãim

Then yi = Ñi (i = 1, 2, . . . , C)
(2)

The FIS rules are implemented by the ‘AND’ and ‘OR’ operators,
and the Center of Gravity (COG) method is employed to specify
the suitable output. Fuzzification and defuzzification of measured
data (input and output currents of each section) are considered
as triangular with equal distributions in an interval of [−1, 1].
In order to minimize errors in decision making, the number of
successive cycles to corroborate the occurrence of the fault is
considered in 3 cycles.

Table 2
The current directions criterion for low impedance fault detection.
Iin Direction Iout Direction Fault occurrence

Entering Exiting ×

Exiting Entering ×

Entering Entering ✔

Table 3
The rate of current change criterion for low impedance fault detection.
Iin Iout Fault occurrence

0 0 ×

Decreasing Decreasing ×

Increasing Increasing ×

Decreasing Increasing ✔

Increasing Decreasing ✔

3.3. Implementation of MLP NN

In this section, the objective is the fault location of the respec-
tive zone after fault detection. NNs are among the powerful and
reliable approaches and are also used in many different engineer-
ing applications and problems to estimate promising results [30].
MLP NNs are able to make a nonlinear mapping with excellent
accuracy via selection of the suitable number of layers and neural
neurons, which is what we are seeking for. The amplitude of the
fault current is inversely correlated with the impedance of the
fault current path, i.e. if the impedance increases the fault current
decreases and vice versa. Therefore, the relationship between the
fault location and the fault impedance path can be expressed by
a nonlinear mapping. Because the MLP NN performs nonlinear
mappings with lower computational bulk and complexity, as well
as with sufficient accuracy, the MLP neural network is used to
estimate fault location.

3.3.1. Properties of NNs
Properties of NNs include adaptive training, self-organizing,

real-time operators, fault tolerance, and, generalization [29]. MLP
NNs are often formed by a number of single layers cascaded
together, where the output of each layer is fed into the next. Each
layer has a specific weight matrix ‘w’, a bias vector ‘b’, a net input
vector ‘n’, and an output vector ‘a’. A 3-layer feedforward MLP NN
is demonstrated in Fig. 3. As can be seen, the number of inputs
and neurons in the first layer of the 3-layer MLP feedforward NN
are ‘R’ and ‘S’, respectively.

3.3.2. The selected structure based on NN
The selected structure of MLP is a 3-layer network, which has

a lower computational bulk and complexity as well as sufficient
accuracy in fault location estimation:
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(a) Input layer: This layer is responsible for processing input
signals to the NN, and uses interlayer coefficients to send output
signals to the next layer. In this layer, the number of neurons and
input variables are equal (Iin and Iout ).

(b) Hidden layer: In this paper, to cover all possible states, the
hyperbolic tangent transfer function is used in analyzing system
conditions and making appropriate decisions accordingly. The
neurons number in this layer may change, and the larger the
number of neurons the more the processing power of the NN.
There is always a trade-off between duration and computational
costs, as well as the required accuracy. In this study, 12 neurons
are considered for the hidden layer.

(c) Output layer: The processed data in the hidden layer is sent
to the output layer after it is transformed into the appropriate
commands and signals. In this paper, the hidden layer output is
the length percentage of the transmission line, where a fault has
occurred. A linear transfer function is used in this layer.

3.3.3. Training MLP NN
In order to train the NN for achieving suitable estimation

accuracy, a database is first prepared. To this end, the microgrid in
the previous section is simulated with different faults at different
locations. Short circuit fault is applied to different line segments,
from d = 5% to d = 95% (in steps of 5%) of the line length, and
the corresponding fault currents are measured to be stored in a
database matrix. Then the prepared database is used to train the
NN. For the fault location using MLP NN, Iin and Iout currents are
selected from each segment as a database. Then, it was used for
offline training. The offline training of the MLP has carried out
with the Error Back Propagation (EBP) method by the Levenberg–
Marquardt (LM) algorithm. As well as, in the training epoch the
number of iteration is considered 1000.

Significant attempts have been made to accelerate the EBP al-
gorithm. All these methods cause to somewhat admissible results.
The Levenberg–Marquardt (LM) algorithm follows the advance-
ment of the EBP algorithm dependent methods [31,32]. This is a
good exchange between the speed of Newton’s algorithm and the
durability of the fast descent method, which are two fundamental
theorems of the LM algorithm [33].

The performance index F (w) in the EBP method to be mini-
mized is specified as the sum of the squares of the error among
the objective outputs and the outputs of network simulation,
i.e.:

F (w) = eT e (3)

Where w = [w1, w2, . . . , wN ] contains all weights of the
network, e is the error vector comprising the error of whole the
training samples. During training through the LM algorithm, the
increment of weights ∆w can be acquired as follows:

∆w =
[
JT J + µI

]−1
JT e (4)

In the above equation, J is the Jacobian matrix and µ is the
learning rate that must be updated using β based on the result.
Especially, µ is multiplied by the degradation rate β(0 < β < 1)
while F (w) reduces, whilst µ is divided by β while F (w) goes
up in a new step. The pseudo-code of the standard LM training
method can be shown in the following.

Pseudo-codes of LM algorithm
1. Weights and µ parameter initialization (µ = .01 is
suitable).
2. Sum of the squared errors over whole inputs F (w)
calculation.
3. In order to acquire the enhancement of weights ∆w,
solve (4).
4. Sum of squared errors F (w) recalculation.
Utilizing w + ∆w as the trial w, and compare
IF trial F (w) < F (w) in step 2 THEN

w = w + ∆w

µ = µ · β(β = .1)
Return to step 2

ELSE
µ = µ/β

Return to step 4
END IF

4. Simulation results

The understudied LVDC microgrid is demonstrated in Fig. 4.
The simulation circuit contains the exact model of wind tur-
bine, exact model of photovoltaic cell, short line model with dis-
persed capacitors, freewheeling branches for fault current damp-
ing, bi-directional IGBT switches, antiparallel diodes of the IGBT
switches, RCD snubber circuit to overcome voltages overshoot
because of the line inductance impact, model of DC and AC
loads, energy storage model, two-level VSC and DC/DC converters,
the power electronics converters’ DC link capacitors, VSC-based
DC/AC converter, etc. Various segments are called as segA, segB,
and segC. The voltages of DC supply sources in all segments are
assumed to be 240 V, and the simulated network is TN grounded.
Any section of the DC ring bus is 0.2 km cable and the network
parameters are employed from [21,25]. The type of utilized snub-
bers is RCD. [34]. In the simulations, the delays of switching and
communication were neglected but the effect of these delays has
been considered in the practical implementation section.

4.1. Fault detection using MCS protection

The MCS-based protection system and understudied microgrid
are simulated in MATLAB/ Simulink software. The kind of uti-
lized solver is ‘ode23tb (stiff/TR-BDF2)’. As well as, the employed
sampling type is variable-step that the minimum step size is
selected as the auto type and maximum step size is 10−4. In order
to compare MCS and differential fault detection methods, the
MCS simulation situations are assumed alike with the differential
scheme. As a result, LG short-circuit fault is applied to the center
of segA (the section containing a source and a static DC load)
at t = 1 ms and the utilized threshold value for differential
protection method has been extracted from [16]. The evaluation
of the simulation results demonstrates that the utilizing of the
differential protection scheme in segA takes 250 µs to identify the
fault occurrence and send a tripping command, while this value
is 30 µs for an MCS controller. The high-speed performance with
adequate precision is the certain merit of MCS protection against
the differential protection method.

The input and output currents of the segA are demonstrated
in Fig. 5. As can be seen, at the first instant, MCS and differential
protection schemes experience the same current changes. Nev-
ertheless, the MCS system swiftly detects a fault occurrence and
sends a separation command. Whilst the differential protection
scheme waits for the current difference to attain the utilized
threshold value, causing a delay of 220 µs in tripping command.
By utilizing the MCS intelligent protection scheme, much smaller
current amounts can be experienced via fault currents, resulting
in fewer detriment to the microgrid devices.
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Fig. 4. LVDC ring-bus microgrid architecture considered in this study.

Fig. 5. The current of source side in segA (top) and Current of load side in segA
(bottom) for low impedance LG short circuit.

The load voltage in MCS and differential schemes is investi-
gated in Fig. 6 (top). It is obvious, the MCS protection can restore
the voltage and keep operation circumstances in normal case
by high-speed fault detection and separation the corresponding
faulted segment, while the differential scheme can only detect
the fault occurrence and take the separation decision within the
same period interval. The fault current flow in the diode free-
wheeling branch resulting from the MCS and differential schemes
is compared and depicted in Fig. 6 (bottom). Utilizing the MCS
protection scheme, high-speed fault detection and preventing an
increase in fault currents, causes to flow smaller fault current
in the freewheeling path compared to the differential protection

Fig. 6. The voltage of load in the presence of MCS scheme (top) and Flowing
of fault current through diode freewheeling branch (bottom).

scheme, which means lower cost of protection system and the
possibility of the utilizing of simpler and smaller diodes with a
lower price.

The voltage stress of the solid-state CB is demonstrated in
Fig. 7. The utilizing of the MCS protection scheme reduces the
maximum voltage stress on CB, which minimizes their instal-
lation costs and allows the employing of CB with lower rated
insulation class. Exact simulation results are mentioned in Ta-
ble 4.

Fig. 8 indicates the current of the source and load side in segA
for the LG short circuit with 2.4 Ω fault resistance. As can be seen,
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Fig. 7. CB voltage stress while segA is isolated.

Fig. 8. The current of source side in segA (top) and Current of load side in segA
(bottom) for LG fault with 2.4 Ω impedance.

Table 4
Simulation results report.
Items MCS

protection
Differential
protection

Fault detection time 30 µs 250 µs
Load peak voltage
(during fault occurrence)

153.6 V 200.1 V

Load voltage restoration time 262 µs 590 µs
Freewheeling path peak current
(during fault occurrence)

39.7 A 114.3 A

CB peak voltage
(during fault occurrence)

159.7 V 234.4 V

it is obvious that in this condition differential protection is unable
to detect fault occurrence, but MCS protection as an expert and
intelligent protection quickly predicts the fault occurrence after
40 µs in source side and sends an isolation command.

4.2. Fault location estimation using MLP NN

In this section, an MLP NN model is added to the microgrid
simulation. The model uses the normal distribution function to
normalize the input data. The normal distribution function is

Fig. 9. Training algorithm convergence graph.

Table 5
Accuracy and validation results of assessing the MLP NN.
Epoch Correlation

coefficient
Maximum
calculation error

Training 97.5% 5%
Test 98.3% 3.8%
Assessment 98.9% 1.6%

defined according to the mean value and variance of data as
follows:

f
(
x.µ.σ 2)

=
1

σ
√
2π

exp(−
(x − µ)2

2σ 2 ) (5)

After simulating the MLP NN, it is trained with the prepared
database of different microgrid faults. Root Mean Square Error
(RMSE) criterion is used to assess the training performance of the
NN. The RMSE represents the error between real values from the
database and the estimated values in each training epoch. In other
words, the estimation error of all the data is equal to the RMSE
percentage:

RMSE% = 100 ×

√ 1
N

N∑
i=1

(yestimated
i − yreali )2 (6)

Where N is the total number of training data. Smaller RMSE
values mean higher accuracy of the NN in estimating objective
function and the appropriate performance of the training process.
Fig. 9 demonstrates the convergence graph of NN training.

As can be seen in Table 5, in the training epoch the correla-
tion between the estimated values and real value is 97.5%, and
the maximum error between them is 5%. Following the training
epoch, no real values are provided to the NN, and outputs are
estimated based on the input values. The test algorithm then
updates NN weights according to the estimation error. In the next
epoch, the NN is only assessed by receiving inputs that are not
previously provided to the NN.

Then, the estimated outputs are assessed based on the cor-
responding inputs, but no weights are updated in this epoch.
If the NN performance is not approved, training should be per-
formed again from the beginning. The performance of NN in the
assessment epoch is very promising. The MLP NN estimates fault
location with a maximum error of 1.6%.

Simulated model of MLP neural network in ‘‘MATLAB/
Simulink’’ software is demonstrated in Fig. 10. The detailed de-
scription of the neural network is as follows.
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Fig. 10. Simulated model of MLP neural network in ‘‘MATLAB/Simulink’’ software.

Fig. 11. Estimation of LL short circuit fault location in 17%, 57% and 87% of the line length (a) and estimation of LG short circuit fault location in 23%, 73% and 93%
of the line length (b).

• Section 1: In this section, the input and output current of
each section are measured at each instant and the maximum
value is extracted by comparison with the pre-current value.

• Section 2: After the extraction of the maximum fault current
in the two sides of the line (segment), data is normalized
with the help of ‘‘f (u)’’ function. This function is written as
a function in f (u) blocks.

• Section 3: After the current values normalizing, along with
the Bias, an NN input vector is formed.

• Section 4: By using the matrix multiplication in the Gain
block, the coefficient weight matrix between the input and
the hidden layer is multiplied to the input vector and the
sigmoid tangent transfer function is applied to it.

• Section 5: The output of the hidden layer is multiplied to
the weight matrix between the hidden layer and the output
layer and passes through the linear transfer function. The
output of this section is the estimated value of the NN.

• Section 6: The estimated value of the hidden layer is re-
moved from the normal distribution space by the ‘‘f (u)’’
function and converted to the percent of line length.

For a better representation of NN capabilities, 6 different simu-
lation results are demonstrated in Fig. 11. Fig. 11(a) demonstrates
calculations of the fault location estimation for an LL fault occur-
ring at 17%, 57% and 87% of the line length measured from the
source side, respectively using the MLP NN. As can be seen from
Fig. 11(a), the designed NN estimated the fault at 18.16%, 57.42%
and 87.46% of the line length, respectively. The estimation errors
for both states are calculated as 1.16%, 0.42%, and 0.46%.

Fig. 11(b) shows the estimation of the NN for an LG short
circuit when the assumed fault is applied to a 46 m, 146 m and
186 m distance from the source side in segA, respectively. The
designed NN estimated the fault at 22.55%, 73.57% and 92.43% of
the line length, respectively. In other words, the MLP estimation
was 45.1 m, 147.14 m and 184.86 m distance from the source
side, respectively. The estimation error was calculated as 0.45%,
0.57% and 0.57% or 0.9m, 1.14m and 1.14m, respectively.
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Fig. 12. Schematic of the experimental structure.

Table 6
Fault location estimation.
Fault distance in % of
line length from the
source (Fault type)

Fault distance
from the
source(m)

Distance
estimation in %
of line length

Distance
estimation(m)

Estimation
error

0.02 (LL) 4 0.0151 3.02 0.0049
0.08 (LG) 16 0.07912 15.824 0.00088
0.1 (LG) 20 0.09296 18.696 0.00702
0.19 (LL) 38 0.1989 39.78 0.0089
0.21 (LG) 42 0.2069 41.38 0.0031
0.26 (LL) 52 0.2599 51.98 0.0001
0.32 (LL) 64 0.313 62.6 0.007
0.38 (LG) 76 0.3843 76.86 0.0043
0.43 (LL) 86 0.4277 85.54 0.0023
0.49 (LG) 98 0.4871 97.42 0.0029
0.51 (LG) 102 0.5085 101.7 0.0015
0.56 (LL) 112 0.563 112.6 0.003
0.63 (LL) 126 0.6325 126.5 0.0025
0.66 (LG) 132 0.6615 132.3 0.0015
0.72 (LG) 144 0.7217 144.34 0.0017
0.79 (LL) 158 0.7926 158.52 0.0026
0.84 (LG) 168 0.8409 168.18 0.0009
0.88 (LL) 176 0.8863 177.26 0.0063
0.98 (LL) 196 0.9813 196.26 0.0013

For further assessment of the proposed MLP NN, Table 6 is
provided. Table 6 is the result of fault location estimation using
MLP NN for LG and LL short circuit. The results show that the
estimation error is small and is within the permissible range.
According to the results, efficiency and accuracy of MLP NN are
confirmed.

5. Experimental validation

After performing numerical simulations, the question is that
in the real scale networks are protection relay and CBs capable of
rapid fault detection and isolation based on MCS? At the present
time, because of the rapidity of analysis and decision-making of
microcontrollers and also the high-speed power electronic equip-
ment, it is envisaged that the presented method is enforceable
and feasible. A 6:1 laboratory-scale practical setup is constructed
from the simulation circuit to confirm the enforceability of the
presented MCS scheme with the real hardware and equipment.
The practical setup comprises a source-load-storage combination
of Fig. 4, but the only the positive line (pole) is considered.
Utilized devices, specifications, and related explanations are given

in Table 7. The schematic of the practical setup structure is
demonstrated in Fig. 12. The utilized DC voltage sources in the
experimental setup are modeled as a two-channel power supply
with a series resistance.

Also, in the implementation two-level VSC and DC/DC con-
verters modeling is neglected and energy storage is modeled as
a simple ideal source. The threshold value of the differential pro-
tection method is considered as 20% of the simulation threshold
value. In this experiment, Analog-to-Digital (A/D) conversion of
the measured current is carried out in 50 µs interrupt service
routine. For fault location estimation, short circuit fault is applied
to different line segments of the experimental setup, from d =

10% to d = 90% (in steps of 10%) of the line length, and the cor-
responding fault currents are measured. Given the low number
of database points, the hidden layers number is raised from 12
to 21 in order to achieve an acceptable accuracy in fault location
estimation. Microcontroller and IGBTS gate drivers and practical
experiment setup and utilized microcontroller are demonstrated
in Figs. 13 and 14 respectively. Light LEDs of measured current
modules demonstrates the valid connection among the current
sensor and the microcontroller. An LG fault has been experi-
mentally tested and applied in 1 s. In the normal steady-state
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Table 7
Utilized devices and related explanations.
Equipment Descriptions

Two-channels of 30-V 3-A power supply MASTECH HY3005-2 Implemented for 20-V source and energy storage
10 Ω , 30-Watt wire-wound resistor Implemented for DC resistive load
Three 15 µH ferrite-core inductor Implemented for line inductance
Six 220 pF ceramic capacitor Implemented for stray capacitance
Two IGBT STGW38IH130D modules Implemented for considering a bidirectional solid-state CB
One IGBT IKW40N120H3 Implemented for applying the LG fault
Diode FEP30GP, 2Ω wire-wound resistor Implemented for freewheeling branches
Diode FEP30GP, 10 µF electrolytic capacitor, 12Ω resistor Implemented for RCD snubbers
ATMEGA8L-8PU Microcontroller Implemented for the fault detection scheme
Three ACS 712-30 measurement current modules Implemented for sampling current, a 3rd order Low-Pass Filter (LPF),

Analog-to-Digital (A/D) converter
Three TC427CPA microchips, ULN2003 APC buffer Implemented for IGBTs gate drivers

The IGBTs gate drivers are accomplished in the Darlington pair for
synchronous performance of the IGBT switches

Two HCPL-7840 optocoupler Implemented for isolation of analog ground from digital ground, noise decrement

Fig. 13. Microcontroller and IGBTS gate drivers.

circumstance, the source supplies 20 W (20V, 1A) to the load.
When an LG fault occurs, two-channel power supply feeds the
fault current and segment sensors measure the currents. It should
be noted that the power supply can supply about 20 A peak tran-
sient fault current for 100 ms before each channel reaches a 3A
nominal current value. As a result, without protection laboratory
waveforms, and without protection simulated waveforms will be
different.

Fig. 15 shows the source and load side current without protec-
tion, differential, and MCS protection. Without protection, a 6 A
fault current flows after the transient. But by comparing MCS and
differential algorithm waveforms it can be concluded that MCS
protection can detect fault occurrence in less time. As can be seen,
after isolation the current value reaches zero.

Fig. 16 depicts the load voltage and the current flowing free-
wheeling path without protection, differential, and MCS protec-
tion. As can be seen, the load voltage with MCS protection is
restored more quickly and possesses fewer transient. Without
protection, the load voltage reaches a small amount. Utilizing
the MCS protection scheme, high-speed fault detection and pre-
venting an increase in fault currents, causes to flow smaller fault
current in the freewheeling branch compared to the differential
protection scheme, which means lower cost of protection system
and the possibility of the utilizing of simpler and smaller diodes
with a lower price.

Table 8
Experimental validation results report.
Items MCS

protection
Differential
protection

Fault detection time 19 ms 87 ms
Load peak voltage
(during fault occurrence)

26.38 V 35.35 V

Load voltage restoration time 185 ms 275 ms
Freewheeling path peak current
(during fault occurrence)

2.766 A 7.523 A

CB peak voltage
(during fault occurrence)

89.88 V 188.1 V

The voltage stress of the solid-state CB in presence of snubber
is demonstrated in Fig. 7. The utilizing of the MCS protection
scheme reduces the maximum voltage stress on CB, which min-
imizes their installation costs and allows the employing of CB
with lower rated insulation class. As well as, by utilizing the MCS
scheme, IGBTs experienced fewer transient and in this state, the
possibility of destruction of CB is reduced.

As can be seen, by the implementation MCS protection algo-
rithms and corresponding tests, it can be concluded that MCS
method is applicable, and the feasibility and efficiency, rapidity
and accuracy of the algorithm are shown compared to the differ-
ential method. In the simulation section, the delays of switching
and communications were not considered, as a result, faults are
detected in the microseconds. But in this practical implementa-
tion network, due to the delays of switching and communications,
faults are detected in milliseconds, which seems logical. A de-
tailed report of the experimental validation results is presented
in Table 8.

As we know, in the operation of energy transmission systems,
the size and capacity of the equipment are selected based on
the voltage and current that can be tolerated, and the price of
the equipment is directly related to the amount of voltage and
current it can tolerate. For example, solid-state IGBT that tolerates
a voltage of 100 V and a current of 150 A, it is more expensive
than the IGBT that tolerates a voltage of 75 V and a current of 100
A. It is also clear that if the protection system can detect faults
as quickly as possible, equipment will tolerate less voltage and
less current flow. By using the MCS protective system, equipment
experiences much smaller fault currents values, result in fewer
damage to the microgrid devices and consequently decrease sys-
tem protection and operation costs. For example, as shown in
Fig. 14, the current flowing through the IGBTs in the fault oc-
currence by using the MCS protection method is ultimately 8.5
A, while by the use of differential protection method is 18.3 A
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Fig. 14. Practical experiment setup and utilized microcontroller.

Fig. 15. Source and load side current for without protection, differential, and
MCS protection.

(more than twice). The voltages of IGBTs and snubber circuit by
using the MCS protection method is 90 V, while by the use of
differential protection is 188 V (more than twice). As a result, by
using the MCS protective system, it can be used with less capacity
equipment that consequently decreases system protection and
operation costs.

Fig. 18 (top) demonstrates the calculation of the fault location
estimation for an LG fault occurring at 40% of the line length
measured from the source side using the MLP NN. As can be
seen, the designed NN estimated the fault at 40.46% of the line
length. The estimation error is calculated as 0.46% or 0.92 m.
Fig. 17 (bottom) demonstrates the calculation of the fault location
estimation for an LG fault occurring at 82% of the line length
measured from the source side using the MLP NN. As can be seen,
the designed NN estimated the fault at 82.38% of the line length.
The estimation error is calculated as 0.38% or 0.76 m. As can be
seen, despite the high noise in the laboratory setup, the designed
NN can estimate the fault location in the acceptable range.

6. Conclusion

This paper presents new fault detection and location schemes
for loop type LVDC microgrids systems. The proposed protection
method is based on MCS and NN and contains expert and flexible

Fig. 16. Load voltage and the current flowing freewheeling path without
protection, differential, and MCS protection.

Fig. 17. CB voltage stress in the presence of snubber with differential, and MCS
protection.
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Fig. 18. Estimation of LG short circuit fault location in 40% of the line length(top)
and estimation of LL short circuit fault location in 82% of the line length(bottom).

controllers that can detect faults faster than other available meth-
ods. Results demonstrate the precision and efficiency of the fault
location method based on MLP NN. High-speed fault detection is
the merit of the MCS, which decreases protection system costs
and makes it possible to utilize devices with lower insulation.
As well as, with the implementation of MCS and NN protection
schemes, it can be deduced that these methods are feasible and
the enforceability, efficiency, rapidity, precision of the proposed
methods are depicted in comparison with the differential method.
The proposed schemes could be implemented in various LVDC
networks.
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